|  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- |
| Use Case Name:  **Login** | | | ID:  **1** | | | Priority:  High |
| Actor:  **Manager, Seller, Client** | | | | | | |
| Description:  **This use case describes how a user (Manager, Seller, Client) logs into the System by**  **using their account information before they can use system.** | | | | | | |
| Trigger:  **User requests to login.**  Type: Checkbox Checked with solid fill **External Temporal** | | | | | | |
| Precondition:  **1. The user not already logged into the system.**  **2. The user is trying to log in with their account.** | | | | | | |
| Normal Course:  **1. User accesses the URL**  **2. The system prompts the user for their account credentials.**  **3. The user enters their username and password.**  **4. The system authenticates the login.**  **5. The user gains access to the systems functionality.** | | | | Informationforsteps:  **Email account**  **Password account**  **Request confirmation**  **Control functions** | | |
| Alternative:  **1. Invalid account user or password.**  **2. User already logged into the system before.** | | | | **Reset password** | | |
| Postcondition:  **1. The user is logged in the system.**  **2. The user has access to the functions of the system.** | | | | | | |
| Exceptions:  **1. Incorrect password or email.**  **2. Server crash.**  **3. Power cut off.** | | | | | | |
| Summary  Inputs Source Outputs Destination | | | | | | |
| 1. **Email** 2. **Password** | 1. **User (Manager, Seller, Client).** | 1. **Request confirmation** 2. **Reset password** | | | 1. **User (Manager, Seller, Client).** | |